POLITIK ZUM SCHUTZ DER PRIVATSPHARE UND DER PERSONENBEZOGENEN DATEN
IM ZUSAMMENHANG MIT DER NUTZUNG DER JABLOTRON CLOUD
(im Folgenden ,Politik“ genannt)
Nr. ZOSOU_20260209
Gliltig ab: 9.2.2026

In der Erwagung, dass:

(A)

(D)

Die Firma JABLOTRON CLOUD Services s.r.o., IdNr.: 047 86 645, mit Sjtz in Pod Skalkou 4567/33, 466 01 Jablonec nad Nisou,
Tschechische Republik, eingetragen im Handelsregister des Kreisgerichts in Usti nad Labem, Abteilung C, Nummer 36983 (im Folgenden
~+Anbieter” genannt), sich der Bedeutung des Schutzes Personenbezogener Daten und der Privatsphare naturlicher Personen bewusst
ist;

Der Nutzer der JABLOTRON Cloud (nachfolgend "Nutzer" genannt) diese auf der Grundlage eines Vertragsverhaltnisses nutzt, das durch
die Annahme der Allgemeinen Nutzungsbedingungen fur die JABLOTRON Cloud (im Folgenden ,ANB* genannt) zustande kommt;

der Anbieter bei der Erhebung, Speicherung und sonstigen Verarbeitung personenbezogener Daten die Verordnung (EU) 2016/679 des
Europaischen Parlaments und des Rates vom 27. April 2016 zum Schutz naturlicher Personen bei der Verarbeitung personenbezogener
Daten, zum freien Datenverkehr und zur Aufhebung der Richtlinie 95/46/EG (Datenschutz-Grundverordnung) in der jeweils geltenden
Fassung (im Folgenden ,DSGVO* genannt) sowie die Rechtsvorschriften der Tschechischen Republik beachtet;

Der Zweck dieser Politik die Erfullung der Informationspflicht des Anbieters als Verantwortlicher flir Personenbezogene Daten gegentber
den Nutzern der JABLOTRON Cloud ist, die sich aus der DSGVO ergibt;

gibt der Anbieter vorliegende Politik heraus:

1.

1.1.

1.2.

1.3.

BEGRIFFSBESTIMMUNG

Sofern in dieser Politik nicht anders vorgesehen, haben die in dieser Politik verwendeten Begriffe dieselbe Bedeutung, die ihnen in den
Allgemeinen Nutzungsbedingungen fiir die JABLOTRON Cloud und gegebenenfalls in den besonderen Bedingungen flr die Nutzung
einzelner Dienste zugewiesen wird.

Fir die Zwecke dieser Politik bezeichnet der Begriff ,Betroffene Person® einen Nutzer der JABLOTRON Cloud, der eine identifizierte
natlrliche Person ist und sich somit in der Position einer Betroffenen Person in Bezug auf den Anbieter befindet.

Im Sinne dieser Politik bezeichnet der Begriff ,Verantwortlicher* den Anbieter, dessen Kontaktdaten sowohl unter Buchst. (A) oben als
auch auf der Website angegeben sind. Alternativ kann der Verantwortliche unter folgender E-Mail-Adresse kontaktiert werden:
gdpr@jablotron.cz, bzw. tber die fir den Schutz Personenbezogener Daten zustandige Person.
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DATENSCHUTZBEAUFTRAGTER

2.1. Der Verantwortliche hat einen Datenschutzbeauftragten (DSB) bestellt, der Uber das Online-Formular unter diesem Link
https://www.jablotron.com/gdpr/ kontaktiert werden kann.

3. ZWECKE DER VERARBEITUNG PERSONENBEZOGENER DATEN IN DER JABLOTRON CLOUD UND DIE RECHTSGRUNDLAGE FUR DIE
VERARBEITUNG PERSONENBEZOGENER DATEN

3.1.  Der Verantwortliche verarbeitet Personenbezogene Daten fir die unten aufgefiihrten Zwecke:

ZWECK DER VERARBEITUNG
PERSONENBEZOGENER DATEN

RECHTSGRUNDLAGE FUR DIE VERARBEITUNG
PERSONENBEZOGENER DATEN

BASISDIENST (ohne Funktionserweiterung)

1. Erstellung des Nutzerkontos in der JABLOTRON
Cloud;

2. Ermoglichung der Nutzung der Dienste durch den
Nutzer;

3. technische Unterstltzung bei der Nutzung der
Jablotron Cloud.

Falls das Nutzerkonto von der AuRerordentlichen
Verwaltung betroffen ist, die auf dem Konto eines
anderen Nutzers durchgefiihrt wird, ist der Zweck der
Verarbeitung der Personenbezogenen Daten durch den
Anbieter ebenfalls:

1. die Registrierung von Geraten der Nutzer in der
JABLOTRON Cloud oder die Abmeldung von
Geréaten aus der JABLOTRON Cloud;

2. Fernkonfiguration des Gerats nach den Wiinschen
des Nutzers;

3. Registrierung und Deaktivierung von Nutzerkonten
in der JABLOTRON Cloud;

4. Ubertragung von Konten unter den neuen Nutzer
des Moduls MyCOMPANY bzw. JA PARTNER.

5. Berechnung des Preises der genutzten Dienste

die Durchfiihrung von Malinahmen vor dem Abschluss
des Vertragsverhaltnisses zwischen dem Anbieter und
dem Nutzer gemaf den ANB und die anschlieRende

Erflllung der sich daraus ergebenden Verpflichtungen
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BASISDIENST mit Funktionserweiterung durch das Modul MyCOMPANY

1. Erstellung des Nutzerkontos fir das Modul der zwischen dem Nutzer und dem Anbieter
MyCOMPANY in der JABLOTRON Cloud; geschlossene Vertrag (ANB zusammen mit den

2. Ermoglichung der Nutzung der Dienste durch den Besonderen Nutzungsbedingungen fir das Modul
Nutzer; MyCOMPANY)

3. Inanspruchnahme von Bonusangeboten des
Anbieters oder Verbundener Personen;

4. Teilnahme an den Partnersystemen des Anbieters

5. technische Unterstitzung bei der Nutzung der
JABLOTRON Cloud.

Falls das Konto des Nutzers - des Installationspartners

(IP) von der AuRerordentlichen Verwaltung betroffen

ist, die auf dem Konto eines Nutzers des Moduls JA

PARTNER durchgefiihrt wird, ist der Zweck der

Verarbeitung der Personenbezogenen Daten durch den

Anbieter ebenfalls:

1. die Registrierung von Geraten der Nutzer — der IP
in der JABLOTRON Cloud oder die Abmeldung von
Geraten aus der JABLOTRON Cloud;

2. Fernkonfiguration von Geraten des Nutzers - des
IP;

3. Ubertragung des Kontos des Nutzers - des IP unter
einen anderen Nutzer des Moduls JA PARTNER;

Falls das Konto des Nutzers des Moduls MyCOMPANY
einer AuBerordentlichen Verwaltung unterliegt, ist der
Zweck der Verarbeitung der Personenbezogenen
Daten durch den Anbieter ebenfalls:

1. die Registrierung von Geraten der Nutzer in der
JABLOTRON Cloud oder die Abmeldung von
Geraten aus der JABLOTRON Cloud;

2. Ubertragung des Kontos des Nutzers - des IP unter
einen anderen Nutzer des Moduls JA PARTNER;

3. Verwaltung und Ldschung des Kontos des Nutzers
- des IP in der JABLOTRON Cloud.

BASISDIENST mit Funktionserweiterung durch das Modul JA PARTNER

1. Erstellung des Nutzerkontos fir das Modul JA der zwischen dem Nutzer und dem Anbieter
PARTNER in der JABLOTRON Cloud; geschlossene Vertrag (ANB zusammen mit den

2. Ermoéglichung der Nutzung der Dienste durch den Besonderen Nutzungsbedingungen fir das Modul JA
Nutzer; PARTNER)

3. technische Unterstutzung bei der Nutzung der
JABLOTRON Cloud.
4. Teilnahme an den Partnersystemen des Anbieters
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Falls das Konto des Nutzers des Moduls JA PARTNER
einer AuBerordentlichen Verwaltung unterliegt, ist der
Zweck der Verarbeitung der Personenbezogenen
Daten durch den Anbieter ebenfalls:

1. Ubertragung des Nutzerkontos des Moduls JA
Partner unter einen anderen Nutzer des Moduls JA
PARTNER;

2. Verwaltung und Ldschung des Nutzerskontos des
Moduls JA PARTNER in der JABLOTRON Cloud.

VIDEODIENSTE

1. Herstellung einer Fernverbindung zum

Uberwachungsgerit;

seine Einrichtung und Verwaltung;

Ermdglichung der Aufzeichnung der Gberwachten

Ré&aumlichkeiten;

4. Uberpriifung der Situation im bewachten Objekt
nach Erhalt eines Alarms oder einer anderen
Meldung durch das Uberwachungszentrum;

5. Abrechnung des Preises flr die genutzten Dienste.

wn

die Erfilllung des Vertragsverhaltnisses in Bezug auf
den vom Nutzer genutzten Videodienst gemaf den
ANB und dartiber hinaus gemaR den Bedingungen fiir
die Bereitstellung kostenpflichtiger Videodienste

FAHRZEUGUBERWACHUNG - FAHRTENBUCH

1. Erhalt von Aufzeichnungen lber
Fahrzeugbewegungen und das ordnungsgemafle
Funktionieren des Dienstes

Erflllung des Vertragsverhaltnisses gemaf den
Bedingungen fiir die Bereitstellung des Fahrtenbuch-
Dienstes und den ANB

HAUSAUTOMATISIERUNG - GSM-HEIZUNGSSTEUERUNG

1. Herstellung einer Verbindung zwischen den
betreffenden Geraten des Nutzers und den Mitteln,
die der Nutzer zu deren Fernsteuerung verwendet;
und

2. flr das ordnungsgemalfe Funktionieren des
Dienstes.

Erflllung des Vertragsverhaltnisses gemaf den
Bedingungen fiir die Bereitstellung des Dienstes GSM-
Heizungssteuerung und den ANB

SDC (Security Data Connector)

1. Anschluss des betreffenden Gerats an das
Telekommunikationsnetz und seine Verbindung mit
der JABLOTRON Cloud,

das ordnungsgemafie Funktionieren des Dienstes;
Abrechnung des Preises fiir die genutzten Dienste.

@

Erflllung des Vertragsverhaltnisses gemaf den
Bedingungen fiir die Bereitstellung des SDC-Dienstes
und den ANB

BENACHRICHTIGUNG

1. das Versenden von angeforderten
Benachrichtigungen an die vom Nutzer
angegebene Telefonnummer; und

2. Abrechnung des Preises flr die genutzten Dienste.

Erflllung des Vertragsverhaltnisses gemaf den
Bedingungen fiir die Bereitstellung des Dienstes
Benachrichtigung und den ANB
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MARKETING

1. Direktmarketing (insbesondere Versendung Zu 1. berechtigtes Interesse des Anbieters
ausgewahlter kommerzieller Mitteilungen mit dem Zu 2. auf der Grundlage der informierten Einwilligung
Dienstleistungsangebot des Anbieters, und zwar mit | des Nutzers
allen Mitteln, einschlieRlich der Verwendung
elektronischer Kommunikationsmittel, sowie
Durchflihrung von Marktforschung und -bewertung)

2. Direktmarketing (insbesondere Versendung
ausgewahlter kommerzieller Mitteilungen mit dem
Produkt- und Dienstleistungsangebot der
Verbundenen Personen des Anbieters, und zwar
mit allen Mitteln, einschlieBlich der Verwendung
elektronischer Kommunikationsmittel, sowie
Durchfiihrung von Marktforschung und -bewertung)

3.2.

3.3.

3.4.

3.5.

Auf der Grundlage von Artikel 21 Absatz 2 der DSGVO hat der Nutzer das Recht, der Verarbeitung seiner Personenbezogenen Daten zu
Zwecken des Direktmarketings jederzeit zu widersprechen; Einzelheiten siehe Artikel 6 der Politik. Fur die Verwendung
Personenbezogener Daten zu anderen Marketingzwecken ist der Anbieter verpflichtet, die Einwilligung des Nutzers einzuholen;
Einzelheiten siehe Artikel 7 der Politik.

Daten, die zu statistischen und analytischen Zwecken verarbeitet werden:
3.3.1 Anonymisierte Personenbezogene Daten werden vom Anbieter fur statistische und analytische Zwecke verwendet.

3.3.2 Im Falle der Verarbeitung anonymisierter Personenbezogener Daten handelt es sich nicht mehr um eine Verarbeitung
Personenbezogener Daten im Sinne der DSGVO.

In allen oben genannten Fallen der Verarbeitung handelt es sich, sofern im Einzelfall nicht ausdrucklich etwas anderes angegeben ist, um
eine Verarbeitung, bei der die Bereitstellung Personenbezogener Daten flr die Erbringung des Dienstes erforderlich ist oder sich die
Notwendigkeit der Bereitstellung Personenbezogener Daten aus einem anderen Vertrag als ANB ergibt, der zwischen der Betroffenen
Person und dem Anbieter geschlossen wurde. Die Nichtbereitstellung der Personenbezogenen Daten stellt in diesen Fallen ein Hindernis
fur die Bereitstellung des Dienstes oder einen Grund fur die Kiindigung des Vertrags durch den Anbieter dar.

Fir den Fall, dass die Nutzung der Dienste oder der Gerate durch den Nutzer die Verarbeitung Personenbezogener Daten von anderen
Personen als dem Nutzer (im Folgenden ,Dritte“ genannt) beinhaltet, ist der Nutzer verpflichtet, die Dritten ordnungsgemaf Uber diese
Verarbeitung zu informieren, da der Nutzer in diesem Fall in Bezug auf sie als fir die Verarbeitung Personenbezogener Daten
Verantwortlicher gilt.
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4. BETROFFENE KATEGORIEN PERSONENBEZOGENER DATEN, ZEITRAUM DER VERARBEITUNG UND QUELLEN DER PERSONENBEZOGENEN DATEN

4.1. Folgende Kategorien Personenbezogener Daten sind von der Verarbeitung betroffen, die der Verantwortliche aus den unten aufgeflihrten
Quellen erhalt und wahrend der in der Tabelle angegebenen Zeitrdume verarbeitet.

KATEGORIE ZEITRAUM DER VERARBEITUNG QUELLE
PERSONENBEZOGENER DATEN PERSONENBEZOGENER DATEN PERSONENBEZOGENER DATEN
BASISDIENST (einschl. Funktionserweiterung durch die Module)
1. Login und Passwort flr das Konto; fur die Dauer des Nutzerkontos, sofern in der Politik o die von dem Nutzer bereitgestellten, in den Punkten 1
2. die ldentifizierungsdaten des Nutzers (insbesondere nicht anders angegeben bis 5 genannten Daten, entweder im Rahmen der
Name und Geburtsdatum des Nutzers); Registrierung des Kontos oder bei spateren
3. die Kontaktdaten des Nutzers (insbesondere seine E- Anderungen der Kontoeinstellungen oder bei der
Mail-Adresse und Telefonnummer); Bestellung von Diensten, wobei das Passwort fiir den
4. Daten Uber die Dienste des Nutzers (insbesondere ersten Login in das Konto vom Anbieter vergeben
ihre Art und die Art ihrer Nutzung durch den Nutzer); wird und der Nutzer es danach zu andern hat;
5. Adresse des Objektes; o die in den Punkten 6 und 7 genannten Daten von
6. Betriebsdaten, die sich aus der Nutzung der Dienste dem Gerat.

durch den Nutzer ergeben (insbesondere eindeutige
Identifikationsnummern der vom Nutzer verwendeten
Gerate, wie z. B. die Registrierungsnummer der
Zentrale, die Nummer der im Gerat befindlichen SIM-
Karte, Daten Uber den Betrieb des Gerats, wie z. B.
technische Zustande oder Alarmereignisse, sowie
Daten Uber den Standort des Geréts, einschlieRlich
Geolokalisierungsdaten);

7. Fotos - physisches Aussehen von Personen in den
Uberwachten Raumlichkeiten.

VIDEODIENSTE

1. physisches Aussehen von Personen in den fir die Dauer des Nutzerkontos, sofern in der Politik o die vom Nutzer bereitgestellten, in den Punkten 3, 4
Uberwachten Raumlichkeiten; nicht anders angegeben und 8 genannten Informationen, entweder im

2. Daten Uber die Bewegung und den Aufenthaltsort von Rahmen der Registrierung des Kontos oder bei
Personen; spateren Anderungen der Kontoeinstellungen oder

3. Kfz-Kennzeichen der Fahrzeuge; bei der Bestellung von Diensten;

4. 1D des Nutzers; e die in den Punkten 1, 2, 5, 6 und 7 genannten Daten

5. Standort des Geréates; von dem Geréat

6. MAC-Adresse des Geréates;

7. Geratename;

8. Verlauf der Zahlungen des Nutzers fur die Dienste.

FAHRZEUGUBERWACHUNG - FAHRTENBUCH

1. Daten des Fahrtenbuchs und ihr Verlauf; fur die Dauer des Nutzerkontos, sofern in der Politik e die vom Nutzer bereitgestellten, im Punkt 3

2. Fahrzeugbetriebsdaten, einschliellich Standortdaten; | nicht anders angegeben genannten Informationen, entweder im Rahmen der
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3. Vor- und Nachname der Person, der das Fahrzeug
anvertraut wurde;

Registrierung des Kontos oder bei spateren
Anderungen der Kontoeinstellungen oder bei der
Bestellung von Diensten;

die in den Punkten 1, 2 genannten Daten von dem
Gerat.

HAUSAUTOMATISIERUNG - GSM-HEIZUNGSSTEUERUNG

1. Verlauf der Zahlungen des Nutzers fir die Dienste;

2. Betriebsdaten (z. B. die Identifikationsnummer des
Gerats, die Tel.-Nummer der im Gerat befindlichen
SIM-Karte sowie Daten Uiber den Betrieb des Gerats
wie z.B. technische Zusténde oder Alarmereignisse);

3. IP-Adresse;

4. Standort des Gerates.

fur die Dauer des Nutzerkontos, sofern in der Politik
nicht anders angegeben

die vom Nutzer bereitgestellten, im Punkt 1
genannten Informationen, entweder im Rahmen der
Registrierung des Kontos oder bei spateren
Anderungen der Kontoeinstellungen oder bei der
Bestellung von Diensten;

die in den Punkten 2, 3 a 4 genannten Daten von
dem Gerat.

SDC (Security Data Connector)

1. Verlauf der Zahlungen des Nutzers fiir die Dienste;
2. Standort des Gerates gemaf BTS;
3. Nummer der SIM-Karte des Gerats.

fur die Dauer des Nutzerkontos, sofern in der Politik
nicht anders angegeben

die vom Nutzer bereitgestellten, im Punkt 1
genannten Informationen, entweder im Rahmen der
Registrierung des Kontos oder bei spateren
Anderungen der Kontoeinstellungen oder bei der
Bestellung von Diensten;

die in den Punkten 2 a 3 genannten Daten von dem
Gerat.

SMS-BENACHRICHTIGUNG

1. Telefonnummer des Empfangers der
Benachrichtigung;

2. E-Mail-Adresse des Empfangers der
Benachrichtigung;

. Verlauf der Zahlungen des Nutzers fiir die Dienste;

. Betriebsdaten (z. B. Identifikationsnummer des
Gerats, Daten Uber den Betrieb des Gerats wie z. B.
technische Zustande).

W

fir die Dauer des Nutzerkontos, sofern in der Politik
nicht anders angegeben

die vom Nutzer bereitgestellten, in den Punkten 1, 2
und 3 genannten Informationen, entweder im
Rahmen der Registrierung des Kontos oder bei
spateren Anderungen der Kontoeinstellungen oder
bei der Bestellung von Diensten;

die im Punkt 4 genannten Daten von dem Geréat.

DIREKTMARKETING

1.die Kontaktdaten des Nutzers (insbesondere seine E-
Mail-Adresse und Telefonnummer);

2.Daten Uber die Gerate des Nutzers (insbesondere
ihre Art und die Art ihrer Nutzung durch den Nutzer);

3.Daten (ber die Dienste des Nutzers (insbesondere
ihre Art und die Art ihrer Nutzung durch den Nutzer).

fur die Dauer der Einwilligung des Nutzers

die vom Nutzer bereitgestellten, im Punkt 1
genannten Informationen, entweder im Rahmen der
Registrierung des Kontos oder bei spateren
Anderungen der Kontoeinstellungen oder bei der
Bestellung von Diensten oder bei der Anmeldung zu
Schulungen oder zur Teilnahme an Messen;

die in den Punkten 2 a 3 genannten Daten aus dem
Nutzerkonto oder der registrierten Gerate.
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4.2.

Andere Personenbezogene Daten kdnnen vom Anbieter auf der Grundlage der Einwilligung des Nutzers verarbeitet werden. Der Nutzer
wird darlber informiert, um welche Personenbezogenen Daten es sich handelt, bevor er seine Einwilligung erteilt.

KATEGORIEN DER EMPFANGER PERSONENBEZOGENER DATEN

Empfanger Personenbezogener Daten. Im Zusammenhang mit der Bereitstellung von Diensten in der JABLOTRON Cloud nimmt der

Anbieter die Dienste anderer Personen in Anspruch, die Zugang zu Personenbezogenen Daten haben oder diese direkt flir den Anbieter
verarbeiten kénnen. Diese Personen sind die Empfanger der Personenbezogenen Daten. Zu diesen Personen gehdren:

5.1.1

5.1.2

5.1.3

514

5.1.5

5.1.6

5.1.7
5.1.8

5.1.9

Anbieter von Entwicklungs- und Wartungsdienstleistungen im Zusammenhang mit der JABLOTRON Cloud, die alle
Personenbezogenen Daten in der JABLOTRON Cloud verarbeiten;

Der Betreiber des externen Kommunikationszentrums des Anbieters, der die Identifikations- und Kontaktdaten der Betroffenen
Personen verarbeitet;

Der Anbieter des Datenspeichers (Cloud-Server-Losung), der alle Personenbezogenen Daten in der JABLOTRON Cloud
verarbeitet;

Der Betreiber der Dienste des Zahlungsgateways, der die fir die Zahlung der Dienste erforderlichen personenbezogenen Daten
verarbeitet. Zum Zeitpunkt dieser Datenschutzerklarung sind dies:

a) Verifone Payments B.V. mit Sitz in Singel 250, 4. Stock, 1016AB Amsterdam, Niederlande, Identifikationsnummer 34246766;

b) Adyen N.V. mit Sitz in Simon Carmiggeltstraat 6-50, 1011 DJ, Amsterdam, Kdnigreich der Niederlande, Identifikationsnummer
34259528.

Im Falle eines Wechsels des Zahlungsdienstleisters hat der Anbieter das Recht, die Personenbezogenen Daten der betroffenen
Person an den neuen Zahlungsdienstleister zu tGbertragen. Nutzer der JABLOTRON Cloud, denen von einem anderen Nutzer der
JABLOTRON Cloud Zugang zu ihren Geraten gewahrt wurde und die Personenbezogene Daten in dem Umfang verarbeiten oder
empfangen, der den Gerateeinstellungen entspricht;

Nutzer der JABLOTRON Cloud, die das Modul MyCOMPANY oder JA PARTNER nutzen, wenn der Anbieter ihnen im Rahmen
der AuRRerordentlichen Verwaltung Daten Uber die Betroffene Person zur Verfigung gestellt hat;

Bedeutende Partner des Anbieters im jeweiligen Gebiet bei der Bezahlung von Diensten;

Vertragspartner des Anbieters im Bereich der Buchhaltungs-, Steuer- und Rechtsagenda (insbesondere Buchhaltungsdienstleister,
Steuerberater, Wirtschaftsprifer, Anwalte und andere Rechtsspezialisten, Inkassounternehmen);

Versicherungsgesellschaften und Versicherungsmakler/-vermittler bei der Bearbeitung von Versicherungsfallen;
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5.2.

5.3.

5.4.

6.2.

6.3.

6.4.

Informationen Uber die Empfénger. Der Anbieter stellt auf Anfrage der Betroffenen Person, die Uber das Kontaktformular gemaR Artikel 2
dieser Politik gestellt wird, Einzelheiten Gber den Prozess der Verarbeitung Personenbezogener Daten zur Verfligung.

Physischer Standort der Personenbezogenen Daten. Die Personenbezogenen Daten befinden sich auf Servern und Datenspeichern, die
sich im Besitz, unter der Kontrolle des Anbieters oder unter der Kontrolle von Personen befinden, mit denen der Anbieter oder seine
Auftragsverarbeiter oder andere Auftragsverarbeiter eine vertragliche Beziehung haben, die die Verarbeitung Personenbezogener Daten
beinhaltet, und die sich auf dem Gebiet der Europaischen Union befinden, insbesondere in der Tschechischen Republik, Deutschland und
den Niederlanden. Die Server und die Datenspeicher werden mit der notwendigen professionellen Sorgfalt gewartet und verwaltet, die der
Art und dem Charakter der JABLOTRON Cloud entspricht, und zwar in Ubereinstimmung mit den europdischen und tschechischen
Vorschriften. Der Anbieter hat ein angemessenes Sicherheitsniveau flr Server und Datenspeicher gewahrleistet. Personenbezogene
Daten konnen innerhalb dieser Lander zwischen verschiedenen technischen und EDV-Einrichtungen (einschlieRlich Servern und
Datenspeichern) unter der Kontrolle oder im Besitz des Anbieters Ubertragen werden.

Ubermittlung von Personenbezogenen Daten auBerhalb der EU. Der Anbieter ist berechtigt, internationale Organisationen und
Auftragsverarbeiter einzuschalten, die sich in sogenannten Drittlandern befinden, d.h. in Gebieten aullerhalb der Europaischen Union
bzw. des Europaischen Wirtschaftsraums.

RECHTE DER BETROFFENEN PERSONEN

Die Betroffene Person kann die nachstehend aufgefihrten Rechte gegenliber dem Anbieter in dem Umfang und unter den Bedingungen
auslben, die in Kapitel Ill der DSGVO festgelegt sind, und zwar Uber das elektronische Formular unter diesem
Link https://www.jablotron.com/gdpr/ oder per E-Mail gdpr@jablotron.cz.

Recht auf Zugang zu Personenbezogenen Daten: Die Betroffene Person hat das Recht, vom Anbieter eine Bestatigung zu erhalten, ob
die sie betreffenden Personenbezogenen Daten vom Anbieter verarbeitet werden oder nicht. Wenn der Anbieter diese Daten verarbeitet,
hat die Betroffene Person nicht nur das Recht auf Zugang zu diesen Daten, sondern auch das Recht auf weitere Informationen (z. B. tber
die Zwecke und den Umfang der Verarbeitung, tber die Kategorien der verarbeiteten Personenbezogenen Daten oder Gber deren Quelle)
oder das Recht, eine Kopie der verarbeiteten Personenbezogenen Daten zu verlangen.

Recht auf Berichtigung: Die Betroffene Person hat das Recht, dass der Anbieter sie betreffende unrichtige Personenbezogene Daten
unverzlglich berichtigt.

Recht auf Ldschung. Wenn einer der in der DSGVO definierten Griinde eintritt (z. B. wenn die Personenbezogenen Daten fur die Zwecke,
fur die sie erhoben oder anderweitig verarbeitet wurden, nicht mehr erforderlich sind oder wenn die Einwilligung der Betroffenen Person
zurtckgezogen wird), hat die Betroffene Person das Recht, dass der Anbieter die sie betreffenden Personenbezogenen Daten
unverzlglich 16scht. Dieses Recht gilt jedoch nicht uneingeschrankt, wenn die Daten beispielsweise auf der Grundlage einer gesetzlichen
Verpflichtung verarbeitet werden, die sich aus den Anwendbaren Vorschriften ergibt.
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6.5.

6.6.

6.7.

6.8.

6.9.

6.10.

Recht auf Einschrankung der Verarbeitung: Die Betroffene Person hat das Recht, die Verarbeitung der Personenbezogenen Daten durch
den Anbieter in den in der DSGVO festgelegten Fallen einzuschranken.

Recht auf Datenlbertragbarkeit: Werden Personenbezogene Daten mit Hilfe automatisierter Verfahren und auf der Grundlage der
Einwilligung der Betroffenen Person oder eines Vertrags verarbeitet, hat die Betroffene Person das Recht, vom Anbieter zu verlangen,
dass ihm ihre Personenbezogenen Daten in einem strukturierten, gangigen und maschinenlesbaren Format zur Verfligung gestellt werden,
sowie das Recht, diese Daten an einen anderen Verantwortlichen zu Ubermitteln oder sie einem anderen Verantwortlichen direkt zu
ubermitteln, sofern dies technisch mdéglich ist.

Widerspruchsrecht. Die Betroffene Person hat das Recht, aus Griinden, die sich aus ihrer besonderen Situation ergeben, jederzeit gegen
die Verarbeitung sie betreffender Personenbezogener Daten Widerspruch einzulegen, wenn die Verarbeitung Personenbezogener Daten
fur die Wahrnehmung einer Aufgabe erforderlich ist, die im 6ffentlichen Interesse liegt oder in Austibung 6ffentlicher Gewalt erfolgt, oder
wenn die Verarbeitung zur Wahrung der berechtigten Interessen des Anbieters oder eines Dritten erforderlich ist. Die Betroffene Person
hat aullerdem das Recht, der Verarbeitung ihrer Personenbezogenen Daten zu Zwecken der Direktwerbung zu widersprechen.

Automatisierte Entscheidungsfindung im Einzelfall, einschlieRlich Profiling: Die Betroffene Person hat das Recht, keiner ausschlie3lich auf
einer automatisierten Verarbeitung - einschlieRlich Profiling - beruhenden Entscheidung unterworfen zu werden, die ihr gegenuber
rechtliche Wirkung entfaltet oder sie in ahnlicher Weise erheblich beeintrachtigt. Dieses Recht gilt jedoch nicht in allen Fallen, z. B. wenn
die Entscheidung fiir den Abschluss oder die Erflllung eines Vertrags zwischen der Betroffenen Person und dem Anbieter erforderlich ist.

Recht auf Widerruf der Einwilligung: In Fallen, in denen die Verarbeitung Personenbezogener Daten auf einer Einwilligung beruht, kann
diese Einwilligung jederzeit widerrufen werden. Der Widerruf der Einwilligung beruhrt jedoch nicht die RechtmaRigkeit der Verarbeitung
vor dem Widerruf (d. h. der Widerruf hat keine riickwirkenden Auswirkungen). Die dem Anbieter erteilte Zustimmung zur Verarbeitung
Personenbezogener Daten kann sowohl in den Einstellungen der MyJABLOTRON-Anwendung als auch unter dem
Link https://www.jablotron.com/gdpr/ widerrufen werden. Auf dieselbe Weise kénnen Sie die Ldschung oder Deaktivierung lhres
Kontos beantragen.

Recht auf Einreichung einer Beschwerde. Unbeschadet eines anderweitigen Rechtsbehelfs hat die Betroffene Person das Recht auf

Beschwerde bei einer Aufsichtsbehérde (Amt flr den Schutz personenbezogener Daten, Pplk. Sochora 27, 170 00 Praha 7 Tschechische
Republik), wenn die Betroffene Person der Ansicht ist, dass die Verarbeitung der sie betreffenden Personenbezogenen Daten gegen die
DSGVO verstoit.

ADRESSIERTE MITTEILUNGEN AN DEN NUTZER, COOKIES

Versenden von Betriebsmitteilungen. Der Anbieter ist berechtigt, dem Nutzer (i) E-Mail-Nachrichten an die E-Mail-Adresse oder (ii)

SMS/MMS-Nachrichten an Telefonnummern zu senden, die sich auf Handlungen, Ereignisse oder Tatsachen beziehen, die die
JABLOTRON Cloud, die vom Nutzer genutzten Dienste oder die Gerate betreffen, wenn sie mit der Funktionalitat der Software oder ihrer
Nutzung in Zusammenhang stehen. Diese Mitteilungen bedurfen keiner Zustimmung des Nutzers.
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7.2.

7.3.

7.4.

Kommerzielle Mitteilungen. In Ubereinstimmung mit den Anwendbaren Vorschriften ist der Anbieter berechtigt, dem Nutzer Kommerzielle
Mitteilungen in Form von E-Mail-Nachrichten und Marketingmaterial an die vom Nutzer angegebenen Kontaktdaten zu ahnlichen
Produkten und Dienstleistungen, die beim Anbieter erworben oder vom Nutzer genutzt werden oder wurden, zu senden. Diese
Berechtigung gilt jedoch nur, wenn (i) der Nutzer ihnen nicht widersprochen hat oder (ii) der Nutzer seine Zustimmung zum Erhalt
Kommerzieller Mitteilungen gegeben hat. Wenn der Nutzer zustimmt, kann der Anbieter ihm auch Informationen tber andere Produkte
und Dienstleistungen des Anbieters und seiner Verbundenen Personen zusenden.

Der Nutzer hat jederzeit die Moglichkeit, die Zusendung von Kommerziellen Mitteilungen abzulehnen. Diese Option wird auch fur jede
einzelne Kommerzielle Mitteilung angegeben, oder die Zustimmung kann jederzeit in den Kontoeinstellungen widerrufen werden.

Cookies. Einige Personenbezogene Daten sind in Cookies enthalten, die vom Anbieter in der JABLOTRON Cloud verwendet werden.
Einzelheiten zur Verwendung von Cookies finden Sie direkt in der MyJABLOTRON-Anwendung oder unter diesem
Link https://www.jablotron.com/gdpr/.

ANWENDBARES RECHT
Die Politik wird durch das unmittelbar geltende Recht der Europaischen Union und der Tschechischen Republik geregelt.

AKTUALISIERUNG DER POLITIK

Der Anbieter ist berechtigt, die Politik von Zeit zu Zeit zu &ndern oder zu aktualisieren. Anderungen der Politik werden mit der
Veroffentlichung der aktualisierten Version der Politik iber die Dienste der JABLOTRON Cloud wirksam. Wenn der Anbieter Anderungen
der Politik vornimmt, die er als grundlegend erachtet und die nach geltendem Recht die Zustimmung des Nutzers erfordern, wird der
Anbieter den Nutzer tber die Dienste der JABLOTRON Cloud informieren und gegebenenfalls die Zustimmung des Nutzers einholen.

* % %
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